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Masa 1. O6wWwme nonoxxeHnn

Hacroswwas Monutuka  06paboTkm
nepcoHanbHbIX AaHHbIX  ("MNMonuTtuka")
pa3pabotaHa B  COOTBETCTBUM  C
TpeboBaHMAMU 3aKOHOAATENbCTBA
MexayHapoAaHOro (PMHaHCOBOro LeHTpa
"ActaHa" ("MOLUA") B obnactu 3awuTl
[AAHHbBIX U BHYTPEHHMMW HOPMAaTUBHbLIMU
AOKyMeHTaMu  [ybnnyHOM  KOMMNaHum
Freedom Finance Global PLC
("Komnanusa").

B HacTosiwen MNonutuke MNCMoJ1Ib3YIOTCA

OCHOBHblE TMOHATUA W COKpallEHUA,
NpPEAYCMOTPEHHLIE NPpUMEHNMbIM
3aKOHOAATENIbCTBOM, BHYTPEHHNMU
HOPMATUBHbIMU OOKYMEHTaMM
KomnaHuu, d TaKxKe cneaywwmne

YCNOBHble 0603HaYeHUS:

1) MMepcoHanbHble AaHHble — ntobas
nHdopMaums,  OTHOCAWAACA K
onpeaeneHHoMy nnu
onpeaensieMoMy Ha OCHOBE TaKOM
nHdbopMaumm dusndeckomy nuuy,
3aMKCMpPOBaAHHAs Ha 3/1EKTPOHHOM,
6yMaXKkHOM n (wnn) NHOM
MaTepuasibHOM HOCUTeNeE;

2) Cybvekt MO — dusmnyeckoe nvuo,
KOTOpOE npsAMO  WNN  KOCBEHHO
onpeaeneHo WM onpegensieMo C
NOMOLLbIO NepCcoHanbHbIX AAHHbIX;

3) KoHdbwmaeHumnanbHble na -
lNepcoHanbHble AaHHblE,
pacKpbiBalolwMe  pacoBoe  uau
3THUYECKoe NPOUCXOXAEHVE,
obLwnHHoe NPOUCXOXAEHWE,
NOMUTUYECKME MNPUCTPACTUS UK
B3rnsiabl, pennrno3Hole nnm
unocodckme ybexxaeHnus,

CyAUMOCTb, YIEHCTBO B Npodcoto3e,
3[10pOBbE UM CEKCYasibHYIO XXWU3Hb,
nnbo cBefeHMs, Kacatowmecs ux Kak
NpsiMO, TaK U KOCBEHHO;

2022
Chapter 1. General provisions

1. This Policy on Personal Data
Processing (the "Policy") has been
developed pursuant to the
requirements of the Astana
International Financial Centre (the
"AIFC") data protection legislation
and internal regulatory
documents of Freedom Finance
Global PLC (the "Company").

2. This Policy uses main definitions
and abbreviations provided for by
the applicable legislation, internal
regulatory documents of the
Company as well as the following
terms and definitions:

1) Personal Data - any
information relating to a
certain individual or an
individual identifiable based

on such information recorded
on electronic, paper and (or)
other tangible media;

2) Personal Data Subject — an
individual directly or indirectly
identified or identifiable based
on the Personal Data;

3) Sensitive Personal Data — the
Personal Data revealing or

concerning, directly or
indirectly, racial or ethnic
origin, communal origin,
political affiliations or
opinions, religious or
philosophical beliefs, criminal
record, trade union
membership, and health or
sex life;



4)

)

1)

2)

3)

4)

5)

6)

Komuccap — usmnyeckoe nuuo,
Ha3HayeHHoe B KayecTtee KoMuccapa
no 3awmte AaHHbIX (Commissioner
of Data Protection) B cooTBeTCTBUM
¢ MNonoxeHvem No 3almTe AaHHbIX
N2 10, npuHsATEIM MOLIA 20 aekabps
2017 ropa;

JlnueHsunsa — Jimuensus N9 AFSA-A-
LA-2020-0019 ot 20 Mas 2020 roaa
Ha OCYLLECTB/IEHNE perynupyembix
BMOOB AesATeNbHOCTW, BblAaHHAs
Komnannmn Kommtetom MOLIA no
peryimpoBaHuIO (PMHAHCOBbIX YCIyT.

MNonutuka ycraHaBnMBaeT:

NMPUHLUUNDBI
lNepcoHanbHbIX AAHHbIX;

obpaboTku

uenmu M CPOKM
MepcoHanbHbIX AaHHBIX;

obpaboTkm

Knaccmgukaumio MNepcoHanbHbIX
AaHHbIX 1 CybbekTos MM4;

npoueaypy yeseaomneHust Cybbekta
na o] CcBefeHusX,
naeHTuduumnpyrowmnx Komnanuioo, u
WHbIX CBEAEHUSIX;

npoueaypy BedeHus 3anucer no
onepaumsm, KacaroLmmcst
06paboTkn lNepcoHanbHbIX AAHHLIX,
coBeplUeHHbIM KoMnaHuen wunm ot
€e UMEHN;

nopsiaoK yeeaoMneHns Komuccapa

o6 onepaumax no obpaboTke
KoHdbumaeHumanbHbix M4 M MHbIX
onepaumax c  [lepcoHanbHbIMK

AaHHbIMW.

Fnasa 2. NMpuvHUMNbI 06pPaboTKN
MepcoHanbHbIX AAHHbIX

1. KomnaHud

obpabaTbiBaeT

lNepcoHanbHble AaHHbIE B COOTBETCTBUU

C

npuHUUNamMn CrpaBeaInBOCTHU,

4) Commissioner — an individual
appointed as the
Commissioner of Data
Protection in accordance with
Data Protection Regulations
No.10 adopted by the AIFC on
20 December 2017;

5) License — License No. AFSA-A-
LA-2020-0019 dated 20 May
2020 for carrying on regulated

activities issued to the

Company by the Astana

Financial Services Authority.

3. The Policy establishes the
following:

1) principles of Personal Data
processing;

2) purposes and period of
Personal Data processing;

3) classification of Personal Data
and Personal Data Subjects;

4) procedure for notifying the
Personal Data Subject about
the Company identification
information and other details;

5) procedure for recordkeeping
of operations related to the
Personal Data processing
carried out by the Company or
on its behalf;

6) procedure for notifying the
Commissioner  about the
operations on the processing
of Sensitive Personal Data and
other Personal Data
operations.

Chapter 2. Principles of Personal

Data processing

1. The Company processes the
Personal Data in accordance with



3aKOHHOCTU 1 6e30macHOCTL.

lNepcoHanbHble
obpabaTtbiBatoTcd  KomnaHuen  ans
onpeaeneHHblX, SBHbIX W 3aKOHHbIX
uenen B COOTBETCTBUM C MNpaBaMu
Cybvekta [ Ha OCHOBaHUM ero
cornacus.

Mpn 06paboTke MepCcoHanbHbIX AAHHBIX
obecneunBaeTca MX aAeKBATHOCTb M
peneBaHTHOCTb MO OTHOLLEHUIO K LIENSM,
ANS  KOTOPbIX OHW cobupaloTca  unm
fanee obpabaTbiBatoTCs.
O6pabaTbiBaeMble MNepcoHanbHble
JaHHblE  He  [OO/MKHbl  SIBNSTHLCSH
M3ObITOYHBIMM MO  OTHOWEHMID K
3as1B/IEHHbIM Lensm 06paboTku.

KoMnaHus obecneunBaer, yTO
obpabaTbiBaeMble et [lepcoHanbHble
JaHHbIE:

1) saBnsAOTCA  TOYHbBIMM U,  NpuU
HeobxoaMMocCTn, 0B6HOBNAOTCS;

2) XpaHatca B ¢opMe, MO3BONSIOLLEN
naeHtuduumnposatb CybvekTta M4,
He [osblle, 4YeM 3TO Heobxoammo
ans uenen, B KOTOPbIX
MepcoHanbHble  AaHHble  6biu
cobpaHbl WM B KOTOPbIX OHW B
AanbHelweM obpabaTbiBalOTCS.

Ob6paboTka [lepcoHanbHbIX  AAHHBIX,
nmony4YyeHHblX KomnaHueln, BO BcCex
Cy4Yasix OCYLLECTBNISAETCS MO YKa3aHWIO
KomMnanmn  nmbo Ha  OCHOBaHWM
COOTBETCTBYIOLLErO TpeboBaHus
NPMMEHNMOro 3aKOHoAaTeNbCTBa.

Cybvekt TI11 BnpaBe no 3anpocy
nonyyatb ot KoMmnaHum cBeaeHust O
cobupaeMbix 7 obpabaTbiBaeMbIx
MepcoHarnbHbIX AaHHbIX, OTHOCSALLUMXCS K
HeMy, a Takxe TpeboBaTb 0T KoMnaHum
ncnpaenaTb, yAanaTb uin 6noknposaTthb
MepcoHanbHbIe AaHHble.

JaHHble 2,

the principles of
lawfulness and security.

fairness,

The Personal Data are processed
by the Company for specified,
explicit and legitimate purposes
according to the Personal Data
Subject rights based on his or her
consent.

In the course of processing of the
Personal Data, it is ensured that
they are adequate and relevant in
respect of the purposes they are
collected for or are further
processed; the Personal Data
being processed must not be
excessive in respect of the
declared purposes of the
processing.

The Company ensures that the
Personal Data being processed by
it are:

1) accurate and
whenever necessary;

updated,

2) keptin the form that allows to
identify a Personal Data
Subject no longer than it is
required for the purposes the
Personal Data were collected
for and for which they are
further processed.

The Personal Data received by the
Company are, in all cases,
processed at the request of the
Company or on the basis of the
relevant requirement of the
applicable legislation.

The Personal Data Subject has the
right to request the Company to
provide information on the
Personal Data related to him/her
being collected and processed, as
well as require the Company to



Fnasa 3. Llenn n cpokn o6paboTkmn
MepcoHanbHbIX AAHHbIX

O6bpaboTtka [lepcoHanbHbIX
nogpasymeBaetr  nwboe  pencrsue
(onepauumio) nnm COBOKYMHOCTb
AevcTBui  (onepaumin) B OTHOLUEHWUU
MepcoHanbHbIX AaHHbIX, COBEPLUAEMBbIX C
NCMosIb30BaHNEM CpeacTs
aBTOMaTuM3aumm unm 6e3 TakoBoro, B TOM
yncne cbop, 3anucb, cucTeMaTM3aumio,
XpaHeHue, aganTaumio UNn U3MEHEHue,

AaHHbIX

n3BfieYyeHne, NCNONb30BaHUE,
packpbITHe nyTem nepenayu,
pacrnpocTpaHeHme i NHoEe
NpeaoCTaBNeHne,  PerynupoBky  mam
KOMbUMHauuto, 6n1okMpoBaHue,
obesnnumMBaHne  UNN  YHUUTOXEHME

MNepcoHanbHbIX AAHHbIX.

MepcoHanbHble AaHHblE cobuparoTca u

obpabaTtbiBatoTcd  KomnaHuen  ans
Kakaon n3 cneayowmx LUenemn:
1) npucoeamMHeHne K  PernameHTy

oKasaHus 6pokepcknx (areHTCKuX)
YCNyr Ha pblHKE UeHHbIX 6yMar
KoMnaHun, yTBepxgaemMoMy Bpems
OT BpeMeHun peweHvem CoseTa

AMPEKTOPOB Komnanum
("PernameHT");

2) oka3zaHMe KoMnaHuen  KJIMEeHTY
ycnyr, npeaycMOTPEHHbIX

JinueHsnen, B COOTBETCTBUM C
ycnoeusMu PernameHTa;

3) 6uomeTpuyeckass mnaeHTUUKaUUS
K/IMeHTa (ero areHToB n
npeacTaBuTenen) npu
YCTQHOBMEHMN C HWUM  [efoBbIX
OTHOLLUEHWI ANCTaHUMOHHbBIMK

cnocobom, a Takxe npwv

correct, delete or block Personal
Data.

Chapter 3. Purposes and period
of Personal Data processing

1. Processing of Personal Data
means any action (operation) or
set of actions (operations) in
relation to the Personal Data,
whether or not by automatic
means, including collection,
recording, organisation, storage,
adaptation or alteration, retrieval,
use, disclosure by transmission,
dissemination  or  otherwise
making available, alignment or
combination, blocking, erasure or
destruction of the Personal Data.

2. The Personal Data are collected
and processed by the Company
for each of the following
purposes:

1) accession to the Company’s
Regulations on the Provision
of Brokerage (Agency)
Services in the Securities
Market approved from time to
time by resolution of the
Board of Directors of the
Company (the "Regulations");

2) provision of the services
specified in the License to the
cient by the Company
according to the terms of the
Regulations;

3) biometric identification of the
client (his/her agents and

representatives) when
establishing business
relations with him/her



4)

5)

6)

7)

8)

9)

npenocTaBeHNN KomnaHwuen
3NEKTPOHHbIX YC/Tyr B COOTBETCTBUM
C ycnosusimm PernameHTa;

BHYTPEHHMWI KOHTPOJIb, MOHUTOPUHT
MW YYeT  yCIyr,  OKa3blBAaeMbIX
KomnaHuei KnMeHTy B COOTBETCTBUM
C ycnoBusimm PernameHTa;

OCYLLUECTB/IEHME B COOTBETCTBUWN C
TpeboBaHNAMM NMPUMEHMMOro
3akoHopaTenbctBa KomnaHven B
KayectBe cybbekTa (PMHAHCOBOro
MOHWUTOPWHIa Haanexawemn
NMpoBEPKN KMEHTa (ero areHToB U
npeacTaBuTenen) npu
YCTaHOBNEHWUWN AENOBbIX OTHOLIEHMM

U OCYLLECTBNEHUM KIMEHTOM
COENOK;

obecneyeHue cobnoaeHus
3aKOHOAATENbHbIX TpeboBaHui,

npuMeHmMMbix K KomnaHum u ee
adpduMpoBaHHbIM NULAM;

paspaboTka W ynydweHue YCnyr,
npeaocTaBnsemMbix KomnaHuen un ee
adpdrnmMpoBaHHbIMK NNLAMN;

pa3pabotka Komnanunen u ee
adpPrnMpoBaHHbIMU nmuamm
MAapKETUHIOBbIX M PEeKIaMHbIX

aKUMK, AN MapKETUHIOBbIX LENeMN,
npoBeAeHns aKuun,
npeaocTaBneHns (nepecbinkm)
KNWeHTy ntobbIX MHGMOPMALMOHHbIX
MaTepuanos;

OCYLLIECTB/IEHNE KoMnaHuen
MEeponpUSITUIA (o6s13aHHOCTEN),
CBSI3aHHbIX C
naeHTudbmKaumen/ayTeHTumKaume
n/aBTopusaumen  knveHta  (ero
areHToB W MpeacTtaBuTenen) wu

4)

5)

6)

7)

8)

9)

remotely, as well as in the
course of provision of
electronic services by the
Company according to the
terms of the Regulations;

internal control, monitoring
and accounting of the services
provided by the Company to
the client according to the
terms of the Regulations;

performance of due diligence
of the client (his/her agents
and representatives) by the
Company as a financial
monitoring entity pursuant to
the requirements of the
applicable legislation when
establishing business
relations and carrying out of
transactions by the client;

ensuring compliance with the
legislative requirements
applicable to the Company
and its affiliated persons;

development and
improvement of the services
provided by the Company and
its affiliated persons;

development of the marketing
and advertising campaigns by
the Company and its affiliated

persons for marketing
purposes, running of the
campaigns, provision

(sending) of any information
materials to the client;

performance  of  actions
(obligations) by the Company
associated with
identification/authentication/
authorization of the client



11) npepoctaBneHue

NMpOBEPKOM

(KOpPPEKTHOCTH)
NpeaoCTaBIEHHbIX/MCNOb3YyEMbIX
knueHTtoM/ KomnaHuen cBeaeHui/
AaHHbIX/  anroputmos/ kopos/

[I0CTOBEPHOCTM

CUMBOJOB/ naeHTndunkaTopos/
HOMepOB WM npoyee (B TOM uucne,
nyTem nonyyYeHus/cBepku

MepcoHanbHbIX AAHHBIX M WHBIX
CBEeAEHUI U3 AOCTYMNHbIX KoMnaHum),
B UeNsX MWHMMM3aUMM  pucka
HEeCaHKLMOHMPOBAHHbIX Ornepaumin B
COOTBETCTBUM  C  MPUMEHUMBIM
3aKOHOAATENBCTBOM W YC/IOBUSIMM
COOTBETCTBYIOLUMX AOrOBOPOB;

10) B3ammopencTtene  KoMmnaHum  C

TPETBUMU NULAMM, KOTOPbIE UMEIOT
/MM MOryT UMEeTb OTHOLUeHWe K
3aK/IIOYEHNIO  U/WNU UCMOSTHEHWIO
n/vnn  obcnyxmeaHuio  NOBbLIX
caenok/onepaunin,  3aKOYEHHbIX
(koTopble, BO3MOXHO, 6yayT
3aK/tOYEHDI) B paMKax
B3aMMOOTHOLIEHMN  KIMEHTAa MU
KoMnaHuu;

KoMnaHwuen
OTYETHOCTU  U/UIKM  MHpOpMaLUn
YMNO/THOMOYEHHbIM
roCcy4apCTBEHHbIM opraHam,
opraHaMm  MOUA, ayauTopckmm,
KOHCANTUHIOBbIM,  OLIEHOYHbIM U
NHbIM NpogeccMoHasnbHbIM
opraHmzauusM, adbduIMpoBaHHbIM
nvuaMm KomnaHum, onepatopam 6a3
[AAHHbIX, onepaTopaM CBA3N,
KOHTpareHTaM KomnaHum, a Takxke
nony4yeHve KomnaHuen OTYETHOCTU
n/vnn nHbopMaumMm OT YKasaHHbIX
nmu;

(his/her agents and

representatives) and
verification of whether
information/ data/

algorithms/ codes/ symbols/
identifiers/ numbers and
others provided/used by the
client/Company are reliable
(correct) (including by way of
receipt/reconciliation of
Personal Data and other
information available to the
Company ) with a view to
minimizing  a risk  of
unauthorized operations in
accordance with the
applicable legislation and
terms and conditions of
relevant contracts;

10) interaction of the Company

with third parties which
have/or may have relation to
the conclusion and/or
execution and/or servicing of
any transactions/operations
concluded (which will be
probably concluded) as part
of the client and the Company
relationship;

11) provision of reports and/or

information by the Company
to the authorized state
bodies, the AIFC bodies,
auditing, consulting, appraisal
and other professional
organizations, affiliated
persons of the Company, data
operators, communication
operators, Company’s
counterparties, as well as
receipt of the reports and/or
information by the Company
from the said parties;



15) peanuzauus

17) npepocTtasnenne

12) npepocTtasneHne MNepcoHanbHbIX

AaHHbIX addUINPOBaHHBIM  NLaM
KoMnaHuu 1 TpeTbuM n1uam B Luensix
peanu3auMnm  COTpyAHMYecTBa B
obnactu MHMOPMALIMOHHbIX
TEXHOOMNN, MH(POPMaLIMOHHOM
6e3onacHocTu n NHTerpauum
MHPOPMALUMOHHBIX ~ aKTMBOB  C
yyeToM TpeboBaHMMN MNPUMEHMMOro
npaBa Ans obecneyeHns okasaHusi
ycnyr C MCNO/b30BaHNEM
COBPEMEHHBLIX  MH(OPMALMOHHBIX
TEXHOOMUN;

13) BO3MOXHas  ycTynka npas Mo

PernameHTy;
14) cobniogeHue KoMnaHuewn
TpeboBaHMi NPYMEHNMOro

3aKOHOAATENbCTBA MO XPAHEHUIO U
yYeTy cBeAeHuin 1 nHdopmaumu;

cyaebHom n
BHecyaebHowm 3aLUMTI npas
KoMnaHuu B cilydae BO3HUKHOBEHMS!
CMOPOB, CBSI3aHHbIX C UCMOSTHEHNEM
06a3aTenbCTB,  NPeayCMOTPEHHbIX
PernamMeHToM, B TOM YMCNE B Cllyyae
BO3HWKHOBEHMSI CMOPOB C TPETbUMMU
NMUAMM MO BOMPOCaAM  OKa3aHUs
ycnyr Komnanum;

16) 0bMeH WHdopMaumerr B CBSI3N C

pacCMOTPEHNEM obpalleHuni,
Xanob, npeanoXeHun KIMeHTa |
NnpefoCTaBNeHMEM OTBETOB Ha HUX,
B TOM uucne npu nepegade
(nonyyeHun) KOoppecnoHaeHunmn
(nouTbl) Ans oTnpaBku (AOCTaBKU
WNn NONyYeHUs) NOCPEACTBOM YCnyr
MOYTbI, KYPbEPCKOMN CITyX6bl;

KoMnaHuen
KNNEeHTY nobbiX MHGMOOPMALUMOHHbIX
mMaTepuanos, B TOM u4ucne O

12) provision of Personal Data to

affiliates of the Company and
third parties to implement
cooperation in the field of
information technology,
information  security and
integration of information
assets, subject to the
applicable law, to ensure the
provision of services using
modern information
technologies;

13) possible assignment of rights

under the Regulations;

14) the Company’s compliance

with the requirements of the
applicable legislation  for
retention and accounting of
data and information;

15) exercise of the judicial and

non-judicial protection of the
Company’s rights in case of
occurrence disputes related to
the fulfilment of obligations
stipulated by the Regulations,
including in case  of
occurrence of disputes with
the third parties regarding the
provision of services by the
Company;

16) exchange of information due

to consideration of
applications, complaints,
proposals of the client and
provision of replies to them,
including when handing over
(receiving)  correspondence
(mail) to be sent (delivered or
received) by post, courier;

17) provision of any information

materials to the client by the
Company, including those



npoaykTax MW ycnyrax KomnaHum,
MocpeacTBOM — YBEAOMJSIEHUS  C
MCMNOMb30BaHNEM TenedoHHow
CBSI3U, /TEKTPOHHOW MOYTbI, @ TaKXKe
Mo6bIX MHbIX AOCTYMHbIX KaHanoB
CBSI3U, BK/tOUast NPSAMOM MAPKETUHT;

18) npoBeneHne paboTHMKaMK
KoMnaHun BHYTPEHHUX NMPOBEPOK U
paccneoBaHuii;

19) ucnonHeHne KomnaHuen nobbIX
WHbIX TpeboBaHWA MPUMEHMMOIO
3aKOHOAATENbCTBA.

3. [lepcoHanbHble AaHHble
o06pabaTtbiBatoTcs KoMnaHueln B TedeHne
BCEro CpoOKa CYLLECTBYIOWMX Mexay
CybbekToM na n KomnaHueu
MPaBOOTHOLUEHUIN, BO3HUKAKOWIMX Ha
OCHOBaHMM PernameHTa, W XpaHATCA
KoMnaHuerr Ha nobbiX HoCUTeNsx
(3NeKTpoHHOM, ByMaxHOM 1 (MNI1) NHOM
MaTepuanbHOM HOCUTENe) B TeyeHue
Tpex NneT  nocne  npekpalleHus
npaBooTHoweHn Cybbekta MO C
KoMnaHwuen.

nasa 4. Knaccupmkauus
MepcoHanbHbIX AaHHbIX U CybbekToB

na

1. KomnaHua pasnuyaeTt [lepcoHanbHble
AaHHble n KoHduaeHunanbHble M4, npu
3ToM KoMnaHua He ocywecTBnsaer
obpabotky KoHdunaeHumanbHbix M.

2. KomnaHnus ocywecTtsnser 06paboTky
MepcoHanbHbIX  AaHHbIX  Creaylowmx
knaccos CybbekTos MA4:

about products and services
of the Company by way of
notification by telephone,
email, as well as any other

available communication
channels, including direct
marketing;

18) performance  of internal
inspections and investigations
by the Company’s employees;

19) fulfilment of any other

requirements of the
applicable legislation by the
Company.

3. The Personal Data are processed
by the Company during the entire
period of existing legal relations
between the Personal Data
Subject and the Company
occurring on the basis of the
Regulations and are retained by
the Company on any media
(electronic, paper and (or) other
tangible media) during three
years after termination of the
legal relations between the
Personal Data Subject and the
Company.

Chapter 4. Classification of
Personal Data and Personal Data
Subjects

1. The Company differentiates
between the Personal Data and
the Sensitive Personal Data, but
the Company does not process
the Sensitive Personal Data.

2. The Company processes the
Personal Data of the following
categories of the Personal Data
Subjects:



1)

2)

3)

4)

5)

6)

7)

8)

9)

dusmyeckme nuua, SABNSKOLMECS
nosb3oBatensamMmu MHTepHeT-pecypca
Komnanwum (ffin.global);

pusnyeckmne nua,
HaMepeBaLmMecs NPUCOeaNHUTLCS
K PernameHry;

cbwamquKme mua, saBnsdlowmecd
KJIMEHTAMU KomnaHuu, n nx
npeacTaBuUTENN,

dusnyeckne nuua, sABnNaOLWMECs
paboTHMKaMn KommaHuM, U  uX
6/113Kne poACTBEHHMKMY;

dusmnyeckme nmua,
ocyLlecTBAsoWwme BbIMOJIHEHME
paboT wAM oOkKasaHue ycnyr wu
3aK/IOUMBLLKNE o KoMmnaHuewn
LOroBOp rPa>XaaHCKO-NPaBOBOro
XapakTepa;

dusnyeckme nuua, BXoAaslME B
opraHbl ynpasnenus Komnanuu;

dusmyeckme nuua, lMepcoHanbHble
[aHHble KOTOpbIX 06LleaoCTynHbI, a
nx obpaboTka He HapyLlaeT ux nNpas
n cooTBeTcTByeT TpeboBaHuAM,
YCTQHOB/IEHHbIM NPUMEHUMbIM
3aKOHOAATENbCTBOM;

dusmyeckme nuua, ABNSOLMECS
addnnmpoBaHHbIMK nuamu
KoMnaHuu;

NHble pusnyeckme nua,
Bblpa3uBLLMe cornacue Ha
o06paboTky KoMnaHwuew nxX

lNepcoHanbHbIX AAHHbIX.

Fnasa 5. Cornacue Cy6bekta N4

1. KoMnaHus B paMKax OCyLLeCTBNeHUs

cBoeu

[eaTenbHOCTHU, C YYETOM

npuvHUMnoB 06paboTkn [epcoHanbHbIX

1) individuals who are the users
of the Company’s Internet
resource (ffin.global);

2) individuals who intend to
accede to the Regulations;

3) individuals who are the
Company’s clients and their
representatives;

4) individuals who are the

Company’s employees and
their close relatives;

5) individuals who provide works
or services who had
concluded a civil contract with
the Company;

6) individuals who are members
of the Company’s governing
bodies;

7) individuals whose Personal
Data are publicly available
and processing of such data
does not breach their rights
and complies with the
requirements stipulated by
the applicable legislation;

8) individuals who are affiliated
persons of the Company;

9) other individuals who
expressed consent for their
Personal Data to be processed
by the Company.

Chapter 5. Consent of the
Personal Data Subject

1. In the course of its business and
having regard to the Personal
Data processing principles set by



JAHHbIX,
MonuTtukon, a
NMPUMEHMMOro
obecneumBaer

YCTQHOB/IEHHbIX  HACTOSILLEN
Takke TpeboBaHWM
3aKOHOAATENbCTBA,
MonyyYeHne cornacus

CybbekToB N[ Ha cneayrolime AeNcTBms
KomnaHuu:

1)

2)

3)

cébop u obpabotka KomnaHuen
MepcoHanbHbIX AaHHbIX KakK Ha
OyMaXKHbIX HOCUTENsIX, TaKk M B
3NEeKTPOHHOM ¢hopMaTe, B MaccmBax
(Habop [AaHHbIX, MO3BONSIOWMA MO
Kakon-nnbo BenununHe (napameTpy)
HalTW COOTBETCTBYIOLLNE AAHHBIE) U
(wnn) 6asax gaHHbIX KoMnaHwum;

nepeaava KoMnaHwuewn
MNepcoHanbHbIX [AAHHbIX
addUIMpoBaHHbIM  OpraHM3auUmsm
KOoMnaHum n uHbIM TPETbUM NnuaM,
Koraa nx npeaocTaBneHne
TpebyeTrcd B  COOTBETCTBMM C
TpeboBaHMAMM NPUMEHUMOro

3aKOHOAATENbCTBA MM UCMONHEHMUS
obs3aTensCtB N0 A0roBopy C
YKa3aHHbIMU TPETbUMU NNLL@MK, NPK
3TOM KomnaHus obsizyeTcs
TpeboBaTb OT yKa3aHHbIX L,
obecneunTb KOH(PUAEHUMANBHOCTb

nepeaaHHbIX MepcoHanbHbIX
[AHHbIX; U1

npu HeobxoanMOoCTH
TpaHCrpaHUyHas nepegava

KoMnaHuel MepcoHanbHbIX AaHHbIX,
TO ecTb nepepadva [lepcoHanbHbIX
AaHHbIX Ha TEPPUTOPUIO
WHOCTPAHHbIX rOoCyAapCcTB, B TOM
yucne rocyaapcts, He BXOAALWMX B
CMWCOK HOPUCAMKUMI C afeKBaTHOM
CTEMNEHbIO 3alUUTbI, YCTAaHOB/IEHHbIN
MNpaBunamMmn no 3awmTe AaHHbIX N2
1, npuHateimu MOUA 22 gHBaps
2018 roaa.

this Policy,

as well as the

requirements of the applicable
legislation, the Company ensures
that a consent of the Personal
Data Subjects is granted for the
following actions of the Company:

1)

2)

3)

collection and processing by
the Company of the Personal
Data both in paper and
electronic form, in data arrays
(a set of data which allows to
find the corresponding date
by a specific value
(parameter)) and (or)
databases of the Company;

transfer of the Personal Data
by the Company to the
affiliated organizations of the
Company and other third
parties, when such data must
be provided in accordance
with the requirements of the
applicable legislation  or
fulfilment of  obligations
under the contract with the
specified third parties; in
doing so, the Company
undertakes to request the
said entities to ensure
confidentiality of the provided
Personal Data; and

cross-border transfer of the
Personal Data by the
Company, whenever
necessary, i.e. transfer of the
Personal Data to the
territories of foreign states,
including the states not in the
list of the jurisdictions having
an adequate level of
protection established by
Data Protection Rules No.1



FnaBa 6. YBegomnenue Cyb6bekra NA

3a VWCK/KOYEHMEM  CllydaeB, Korjga
Komnauusa pa3ymMHO nonaraer, u4rto
Cybvekty MM Takas wnHboOpMaumsa yxe
n3pectHa (HanpvMep, B CUy BKITIOYEHUS
ee B PernameHT, ¢ koTopbiM CybbekT N/

O3HaKOMJIEH), KomnaHus
npegocTraBngeT CybbekTy na
cneayoLLyo NHdOpMaLmIO

HE3aMEAJIUTENBHO MOC/E Ha4alla c60pa
lNepcoHanbHbIX AaHHbIX:

1) cBepeHus, naeHTuduUmMpyowmne
KomnaHuio;

2) uenn 06paboTkn, AN KOTOpOW
cobupatoTtcs MNepcoHanbHble
[aHHble;

3) wWHdopmaums, Heobxoaumas Aans

obecneyeHus CnpaBeanBom
06paboTkn [MepcoHanbHbIX AaHHbIX
(c y4yeToM KOHKPETHbIX
obcToATenLCTB cbopa
MepcoHanbHbIX AaHHbIX), B TOM
yncne, Hanpumep:

(@) nonyyatenu lNepcoHanbHbIX

AOaHHbIX NN UX KaTeEropuu,

(b) ykasaHue o TOM, ABNAOTCS N
OTBETHI Ha BOMpPOChI
obs13aTenbHbIMK nnm
OMNUNOHANbHbIMU;

(c) npaBa CybvekTa [ nony4atb

cBefeHna o  [lepcoHanbHbIX
[aHHbIX, UCNPaBNATb, YAANATb
nnu 6nokupoBaTb
[epcoHanbHble AaHHbIE,;

adopted by the AIFC on 22
January 2018.

Chapter 6. Notifying Personal

Data Subject

1. Except for the cases when the
Company reasonably believes that
the Personal Data Subject is
already aware of such information
(e.g., because it was included in
the Regulations read by the
Personal Data Subject), the
Company provides the Personal
Data Subject with the following
information immediately after the
collection of the Personal Data has
been initiated:

1) the Company's identification
information;

2) the purposes of processing for
which the Personal Data are
collected;

3) information required to
ensure fair Personal Data
processing (having regard to
particular  Personal Data
collection circumstances),
including, for example:

(@) recipients of Personal
Data and categories
thereof;

(b) specifying whether

answering of questions
is mandatory or
optional;

(c) rights of the Personal
Data Subject to receive
information about
Personal Data, correct,
delete or block Personal

Data;



(d) wHdopmaums o ToMm, byayT nu
lNepcoHanbHble AaHHble
NCrosib30BaTbCad AN Leneu
NPsSIMOro MapKeTUHra;

(e) 6yaytr nn cobniopgatbCs npu
obpaboTke obwme TpebosaHus
K obpaboTtke [lepcoHanbHbIX
AaHHbIX Mnn  TpeboBaHusa K
obpaboTke
KoHdunaeHumnanbHbix MA.

YBefnomneHus CybbekTa na o]
CBEAEHMAX, YKas3aHHbIX B MNyHKTe 1
BblLLe, OCyLLeCcTBNsAeTCS nyTem
npeaocTaBneHns COOTBETCTBYIOLLEN
nHdbopMaumm Ha  UHTepHeT-pecypce
Komnanun (ffin.global) nnn cnocobamu,
onpeaeneHHoiMn B PernameHTe.

Fnasa 7. BegeHune 3anucen no
onepaumam c lNepcoHanbHbIMU
AaHHbIMMU

1.

KoMnaHusi XpaHuT cneayowme 3anucu
06 onepaumsx, Kacatowwmxcs obpaboTku
MepcoHarnbHbIX AaHHbIX, COBEPLUEHHbIX
KoMnaHuen nnmn ot ee MMeHwu:

1) onucaHue onepaumi no obpaboTke
MepcoHanbHbIX AAHHbIX;

2) 0bObsiCHEHVME Luenn onepauuin no
obpaboTke NepcoHanbHbIX AAHHBIX;

3) nuyHocTb CybbekToB N/, K KOTOpbIM
oTHOCATCA [epcoHanbHble AaHHbIE
WM, ecnu  onepauMu  KacatTcs
knacca CybvekToB [1[, onucaHue
knacca CybbekTtos N4;

(d) information about
whether the Personal
Data will be used for the
direct marketing
purposes;

(e) whether the Personal
Data processing general
requirements or the
Sensitive Personal Data
processing requirements
will be observed in the
course of processing.

Notifying a Personal Data Subject
of the information mentioned in
clause 1 hereof is done by way of
publication of the relevant
information on the Company’s
Internet resource (ffin.global) or
communication methods defined
by the Regulation.

Chapter 7. Recordkeeping of
Personal Data operations

The Company retains the
following records of the Personal
Data processing operations
carried out by the Company or on
its behalf:

1) description of the Personal
Data processing operations;

2) explanation of the purpose of
the Personal Data processing
operations;

3) identities of the Personal Data
Subjects which Personal Data
are related to or, in case
operations pertain to the
category of the Personal Data
Subjects, description of the
category of the Personal Data
Subjects;



4)

)

onucaHue knacca obpabaTbiBaeMbIX
MepcoHanbHbIX AAHHbIX;

CMMCOK OPUCAMKLMIA 3a NpeaenaMu
Tepputopun  MOLIA, Ha KoTOpbIE
KoMnauus nepepaetr wnun 6yaet
nepegasaTb MNepcoHanbHbIe
JAHHblE, @ TaKXe, MO KaXAou u3
TaKUX IOPUCAMKUNA, CBEAEHUs O
TOM, UMEET JIM AaHHas IoPUCAMKUMSA

adEKBATHYIO CTeneHb 3alinThbl
lNepcoHanbHbIX AOaHHbIX B
COOTBETCTBUU C Tpe6OBa HUAMU

MonoXeHnss no 3awuTe AaHHbIX
N 10, npuHatoro MOUA 20
Aekabps 2017 roaa.

FnaBa 8. YBegomneHnuns Komuccapa

1. KoMmnaHus
KoMuccapa

06453aHa
0 jJetansx

YBEAOMNIATb
CneayoLmx

onepauuin no obpaboTtke MNepcoHanbHbIX

JAHHbIX,
COBEpLLEHbI

KoTopble ©6bln wnum  6yayT
Komnauuen wnu ot ee

NMEHN:

1)

2)

nobas onepaunss no obpaboTke
KoHdunaeHumanbHbix M4 (unn Habop
TaKWX onepauun);

mobas onepaunsa no obpaboTke
MepcoHanbHbIX AaHHbIX (MK Habop
TaKux onepaumn),
npesycMaTpuBatoLLas nepenavy
MepcoHanbHbIX AAHHbIX
nonyyaTento, HaxoAswemycs Ha
TeppuTopuu toprcamKLnm 3a
npegenamn  Tepputopun  MOLA,
eCnn Takas lopUCauKUMS He umeeT

a[leKBaTHOM  CTEMEHM  3aluTbl
MepcoHanbHbIX [AaHHbIX B
COOTBETCTBMM C  TpeboBaHMAMMU

MNonoxeHnsa no 3awurte AaHHbIX

4)

)

description of the category of
the Personal Data being
processed;

list of the jurisdictions outside
AIFC where the Company
transfers or will be
transferring Personal Data to,
as well as information about
each of such jurisdictions as
to whether a particular
jurisdiction has an adequate
level of the Personal Data
protection pursuant to the
requirements of Data
Protection Regulations No.10
adopted by the AIFC on 20
December 2017.

Chapter 8. Commissioner
notifications

1.

The Company is obliged to notify
the Commissioner of details of the

following

Personal Data

processing operations which were

or

will be performed by the

Company or on its behalf:

1)

2)

any Sensitive Personal Data
processing operation (or a set
of such operations);

any Personal Data processing
operation (or a set of such
operations) which provides for
transfer of the Personal Data to
a recipient located in the
jurisdiction outside AIFC in case
such jurisdiction does not have
an adequate level of the
Personal Data  protection
pursuant to the requirements
Data Protection Regulations
No.10 adopted by the AIFC on
20 December 2017.



N2 10, npwuHaTOrO
Aekabps 2017 roga.

MOLA 20

YBeAooMneHe B OTHOLLEHUM OMepaumi
no obpabotke [lepcoHanbHbIX AAHHBLIX
[AOMKHO BK/IHOYATb cneayoLlyo
NHbopMaumIo:

1) obuwee onucaHve onepauuMn Mo
obpaboTke NepcoHanbHbIX AAHHBIX;

2) 0bbsicCHeHVMe uenu onepaumi no
obpaboTke NepcoHanbHbIX AAHHBIX;

3) nnyHocTb CybbekToB M1, K KOTOpbIM
OTHOCATCA [lepcoHasnbHble AaHHble
nin, ecnn onepauumn  KacarlTcs
knacca CybvektoB [1[1, onucaHue
knacca Cybbekros M4;

4) onucaHve knacca obpabaTbiBaeMblX
MepcoHanbHbIX AAHHbIX;

5) opucankuum 3a npeaenamm
Tepputopun MOLIA, Ha KoTOpbIE
KomMnanus nepepaetr wim 6yget
nepenasaTb lNepcoHanbHble
[aHHble, @ TaKXe, MO KaXaou wu3
TaKUX IOPUCAMKUWNA, CBEAEHUS O
TOM, UMEET /I AaHHasa IopUCanKLMA

aleKBaTHY0O  CTeneHb  3awuThl
MepcoHanbHbIX [AaHHbIX B
COOTBETCTBMM C  TpeboBaHMAMU

MonoXeHnss no 3awWuTe AaHHbIX
N 10, npwuHsToro MOLA 20
Aekabps 2017 roaa.

YBegomnenve 06  onepauusx  no
obpaboTke  lepcoHanbHbIX  AaHHbIX
[AOKHO 6bITb NnpeaocTaBieHo
Komuccapy He no3gHee 14 kaneHaapHbIX
[JHel nocne Hayana onepauun, v, B
cydYae  ecnm  TakMe  onepauuu

Notification in respect of the
Personal Data processing
operations must include
information as follows:

1) general description of the
Personal Data  processing
operations;

2) explanation of the purpose of
the Personal Data processing
operations;

3) identities of the Personal Data
Subjects which the Personal
Data are related to or in case
operations pertain to the
category of the Personal Data
Subjects, description of the
category of the Personal Data
Subjects;

4) description of the category of
the Personal Data being
processed;

5) jurisdictions outside AIFC,
where the Company transfers
or will be transferring Personal
Data to, as well as information
about each of such jurisdictions
as to whether such jurisdiction
has an adequate level of the
Personal Data  protection
pursuant to the requirements of
Data Protection Regulations
No.10 adopted by the AIFC on
20 December 2017.

Notification of the Personal Data
processing operations must be
submitted to the Commissioner
not later than 14 calendar days
after the commencement of
operations, and in case such



npoaos/mkatoTcs bonble roga c AaTol
YBEIOM/IEHUS, KaXXAbl MOCAeayoLWmni
roq B AaTy NpeaocTaBNeHMs NepBOro
yBEIOM/IEHNS.

Komnanus yeegomnsieT Komwuccapa 06
N3MEHEHUN CBeAEHMIN 06 onepauusix no
0bpaboTke [lepcoHanbHbIX  AaHHbIX,
yBeaoMneHMe 0 KOTopblIX  6bino
HanpasneHo Komuccapy, He no3aHee 14
AHEN C AaTbl X U3MEHEHMUS.

Fnasa 9. 3aknounTesibHbIE
NnoNoXeHus

OTBETCTBEHHOCTb 3@ HeHaa/exalee
nucrnonHeHne TpeboBaHU HACTOSILLEN

MonuTMkM  BO3NaraeTcsd Ha  BCex
paboTHMKOB  KoMMmaHuM,  UMetowmx
poctyn K [lepcoHanbHbIM AaHHbIM B
paMKax BbIMOSTHEHNSA CBOMX
[IO/IKHOCTHbIX 06513aHHOCTEN.

Bonpochl, He YpEerynmpoBaHHble
HacToswen [Monutukon,  noanexat

pa3peLIEHNIO B COOTBETCTBIUM C HOPMaMU
NPUMEHMMOr0 NMpaBa W/WN BHYTPEHHUX
HOPMATUBHbIX AOKYMEHTOB KoMnaHuu.

operations will last more than a
year since the day of notification -
every following year on a day
when the first notification was
provided.

The Company notifies the
Commissioner of changes in
information about the Personal
Data processing operations no
later than 14 days since the day of
the changes.

Chapter 9. Final provisions

1.

Responsibility  for improper
fulfillment of the requirements
hereof shall rest with all the
Company’s employees having
access to the Personal Data as
part of performance of their job
duties.

Issues not regulated by this Policy
shall be solved in accordance with
the provisions of the applicable
law and/or internal regulatory
documents of the Company.
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lNpunoxxenne k Mosmrnke o6paboTkn
nepcoHasbHbIx gaHHbIx Freedom
Finance Global PLC

Cornacue Ha cbop u 06paboTky
NepCoHasNbHbIX AaHHbIX

4, nencteys cBo60oAHO, MO CBOEN BOSE U B
CBOEM MHTepece, npeaoctaBnsto My6nnyHomn
komnaHmm Freedom Finance Global PLC,
OCYLLECTB/ISIOLIEN CBOKO [AESATENbHOCTb B
COOTBETCTBUU C 3aKOHOAATENbCTBOM
MexayHapoaHoro  MHAHCOBOrO  LEHTpa
"ActaHa" (nanee — "M®LIA") n Ha OCHOBaHUK
JIMUEH3MM Ha OCYLLIECTBIEHNE PErYNPYEMBbIX
BnaoB pearenbHOCTM N2 AFSA-A-LA-2020-
0019 ot 20 mMas 2020 r. (pmanee -
"Jlnyerznsg'"), BUH 200240900095 (panee —
"KomriaHms'), Ha 6eccpo4yHoi OCHOBE, CBOE
6e3ycnoBHoe, KOHKpETHOE,
NHMOpPMNPOBaHHOE n CO3HaTesNbHOoEe
cornacMe  Ha  cneaylowme  AeUCTBUS
KoMnaHuu:

1) cbop n obpabotka KomnaHuen Moux
NnepcoHasnbHbIX AaHHbLIX (TO €CTb NbbIX
[AaHHbIX, OTHOCSILLUMXCSA KO MHE), KaK Ha
OyMaXKkHbIX HOCUTENsIX, TaKk U B
9/1EKTPOHHOM (opmaTe, B MaccuMBax
(Habop AaHHbIX, MO3BONAOWMA MO
Kakon-nmbo BenuumHe  (nNapameTpy)
HalTU COOTBETCTBYIOLUME [AaHHbIE) W
(wnn) 6asax AaHHbIX KOMnaHuu, B TOM
uncne cobop n obpaboTka Moux:

(1) damunum;

(2) vMeHu;

(3) otyectBa;

(4) patbl poXxaeHus;

(5) nacnopTHbIX AAHHBbIX;
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Appendix to the Policy on
Personal Data Processing of
Freedom Finance Global PLC

Consent for the
Collection and
Processing of Personal
Data

I, acting voluntarily, of my own free
will and in my own interest, give my
perpetual, unconditional, explicit,
informed and conscious consent to
Freedom Finance Global PLC carrying
out its activities in accordance with
the legislation of the Astana
International Financial Centre (the
"AIFC") on the basis of No. AFSA-A-
LA-2020-0019 dated 20 May 2020 to
carry on regulated activities (the
"License"), BIN 200240900095 (the
"Company"), to perform the following
actions:

1) collection and processing by the
Company of my personal data (i.e.
any data related to me) both on
paper and in electronic format, in
the Company’s data arrays (a set
of data which allows to find the
corresponding date by a specific
value (parameter)) and (or)
databases, including the collection
and processing of my:

(1)
(2)
(3)
4
(5)

last name;

first name;
patronymic name;
date of birth;

passport details;
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(6) agpeca perucrpaumm;
(7) akTnyeckoro agpeca nNpoXXMBaHus;

2) cbop n 0bpaboTka AAHHBLIX, KOTOpble
MOryT aBTOMaTMYeCcKu nepenaBaTbCd B
MOMEHT  Moero  npebblBaHMS  Ha
NHTepHeT-pecypcax KoMmnaHuu, B TOM
yucne cneayrwmnx AaHHbIX:

(1) IP appeca;

(2) nHdopmaumm 3 cookies;

(3) nHdopmauum o 6paysepe (M NHOM
nporpamme, KOTopas OCyLlecTBnseT
LAOCTYN K MOKa3y peknambl);

(4) BpeMenn gocTyna;

(5) appeca cTpaHuubl, Ha KOTOpOW
PaCcMonoXeH pekaMHbI 610K;

(6) pedepepa (ampec npeablayllen

CTpaHuubl);

Npv 3TOM S MOHMMALD, YTO AaHHbIE B NMYyHKTaX
1) n 2) Bbllwe MOryT TakxXe npeaasBaTbCs B
NH(OPMALIMOHHbIE aHANNTUYECKNE CUCTEMDI,
KOTOpble XpaHSAT U 06pabaTbiBalOT AaHHbIE B
TOM uucne m 3a npegenammu Pecnybnvku
KasaxctaH, n 4to cbop cratuctukm o6 IP-
agpece MoxeT 6bITb MCMONb30BaH C LENblo
BbISIBMEHUS U pELIEHNs  TeXHUYECKUX
npobnemM, a Takxke AN KOHTPOsS 3aKOHHOCTH
NPOBOAUMbIX (DMHAHCOBBIX MNIATEXEN;

3) nepepava KoMnaHuen MOMX
nepcoHanbHbIX [AAHHbIX
addnnMpoBaHHbIM opraHu3aumsmMm

KoMnaumm v WHbIM TpeTbuM nuuaM,
Korga ux npegocTtaeneHue TpebyeTtcsa B
COOTBETCTBUU o TpeboBaHWAMM
NPUMEHUMOro 3aKoHoAATeNbCTBA WU
NCNonHeHns 06s3aTenbCTB NO AOroBOpY

18

(6)

(7) actual residential address;

registration address;

2) collection and processing of the
data which can be automatically
transmitted when I am visiting the
Internet  resources of the
Company, including the following
data:

(1) IP address;

(2) information retrieved from
cookies;

(3) browser’s details (or other

software that allows access to
the advertisement display);

4)
(5)

time of access;

address of the webpage,
wherein an advertising
section is located;

(6) the

referer (address of
previous webpage);

and I do understand that the
information set forth in clauses 1) and
2) above may also be transferred to
the information analytical systems
which store and process data outside
the Republic of Kazakhstan as well,
and that collected IP-address statistics
may be used to identify and solve
technical issues, as well as to control
whether financial payments made are
legitimate;

3) transfer of my personal data by
the Company to the affiliated
organizations of the Company and
other third parties when such data
must be provided in accordance
with  the requirements of
applicable legislation or fulfillment
of obligations under contract with



Monutnka 06paboTkn NepcoHanbHbIX AAHHbIX

Policy on Personal Data Processing

4)

Hactoawum 4

C yKa3aHHbIMW TPETbUMKU NULAMK, Npu
ycnouy, 4to KoMnaHua 06s3yeTcs
TpeboBaTb  OT  YyKasaHHbIX  Jmy
obecneunTb KOHDUAEHUMANbHOCTb
nepeaaHHbIX NePCOHAsNbHbIX AaHHbIX;

TpaHCrpaHWyHas nepegada KomnaHuen
MOMX MEepPCOHANbHbIX AaHHbIX, T.e.
nepegaya MouX MepcoHasibHbIX AAHHbIX
Ha TEppUTOPUIO NHOCTPaHHbIX
rocyZapcTs, B TOM YMC/ie rocyAapcTB, He
BXOAAWMX B CNUCOK HOPUCAMKLMA C
a/leKBaTHOM CTEeneHbio 3alUThI,
yCTaHOBNEHHbIN NpaBunamMmM o 3awmTe
AaHHbIX N2 1, npuHATbIX MOLUA ot 22
aHBaps 2018 roaa.

noarBepXaato, YTO 4

YBEAOMJIEH O TOM, 4YTO:

06paboTka MOMX NepCcoHanbHbIX AAHHbIX
nogpasymeBaetr  noboe  gencrsue
(onepauuio) nnu COBOKYMHOCTb
AenucTBui  (onepauuin) B OTHOLLEHMM
MOMX nepcoHanbHbIX AAHHbIX,
CcoBeplaeMblX  C  WUCMOMb30BaHUEM
cpeactB  aBToOMatmsaumm  unum - 6e3
TAKOBOro, B TOM uucne cbop, 3anuchb,
cucTeMaTmsaumio, XpaHeHue,
ajanTtaumio N3MEeHeHue,
n3Bne4veHue, MCMoNb30BaHWE,
packpbiThe nyTem nepegauu,
pacnpocTpaHeHne nnu nHoe
npeaocTaBneHne,  peryivpoBky — uau
KOMbuHaumo 61oknpoBaHue,
obe3nnumnBaHme Uan YHUYTOXEHNE MONX
NnepCcoHasnbHbIX AAHHbIX;

Un

MOV MnepcoHanbHble AaHHble 6yayT
cobupatbcs 7 obpabaTtbiBaTbCA
KoMnaHuen ana Kaxxaon U3 cneayowmx
ueneu:

(1) npucoeanMHeHne K  PernameHTy
oKa3aHus 6pokepckmx (areHTCKux)
YCIyr Ha pblHKE UEHHbIX 6bymar
KoMnaHun, yTBep>xaaemMoMy BpeMmsi
OT BpeMeHu peweHneMm CoseTa
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4)

the said third parties; in doing so,
the Company undertakes to
request the abovementioned
entities to ensure confidentiality
of the transferred personal data;

cross-border transfer of my
personal data by the Company,
i.e. transfer of my personal data
to the territories of foreign states
including states not included in
the list of the jurisdictions having
an adequate level of protection
defined by the AIFC Data
Protection Rules No.1 dated 22
January 2018.

I hereby confirm that I have been
notified that:

processing of my personal data
means any action (operation) or a
set of actions (operations)
performed on my personal data,
whether or not by automatic
means, including  collection,
recording, organisation, storage,
adaptation or alteration, retrieval,
use, disclosure by transmission,
dissemination  or  otherwise
making available, alignment or
combination, blocking, erasure or
destruction of my personal data;

my personal data will be collected
and processed by the Company
for each of the following
purposes:

(1) accession to the Company’s
Regulations on the Provision
of Brokerage (Agency)
Services in the Securities
Market approved from time
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(2)

(3)

(4)

(5)

(6)

ANPEKTOPOB KoMnaHuu

("PernameHT");

okasaHue KomnaHuen MHe ycnyr,
npeaycMoTpeHHbIX JInLeH3nen, B
COOTBETCTBUM C YyCNoBUSIMU
PernameHTa;

buomeTpryeckas wmaeHTUdUKaums
K/IMeHTa (ero areHToB n
npeacTaBuTenen) npu
YCT@HOB/IEHUM C HUM [enloBblIX

OTHOLLIEHWM JANCTaHLMNOHHbIMU
cnocobom, a TaKxe npw
npeaocTaBieHnm KomnaHuen
3NEKTPOHHbIX ycnyr B
COOTBETCTBUU C YCNOBUSIMU
PernameHTa;

BHYTPEHHWUI KOHTPO/b,
MOHUTOPUHI WU YYeT  YChyr,

OKa3blBaeMblx KoMnaHuen MHe B
COOTBETCTBUM C YyCNoBUSIMU
PernameHTa;

OCYLLECTB/IEHME B COOTBETCTBUU C
TpeboBaHNAMM NPUMEHMMOro
3aKkoHoaaTenbcTBa KomnaHuen B
KavectBe cybbekTa (HMHAHCOBOMO

MOHWUTOPWHIra Haanexatlen
NMpOBEPKWN KNMeHTa (ero areHToB U
npeacTaBuTenen) npu
yCTaHOBEHUU JIENOBbIX
OTHOLIEHWA U OCYLUECTBNIEHUM
K/IMEHTOM CAENOK;

obecneyeHne cobntoaeHns
3aKoHOAaTeNbHbIX  TpeboBaHui,

npuMeHnMbIX K KomnaHum un ee
apPrnMpoBaHHbIM NNLAM;
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(2)

(3)

4)

(5)

(6)

to time by resolution of the
Board of Directors of the
Company (the
"Regulations");

provision to me by the
Company of the services
stipulated by the License in
accordance with the terms
of the Regulations;

biometric identification of
the client (his/her agents
and representatives) when
establishing business
relations  with  him/her
remotely, as well as in the
course of provision of
electronic services by the
Company in accordance
with the terms of the
Regulations;

internal control, monitoring
and accounting of the
services provided by the
Company to me in
accordance with the terms
of the Regulations;

performance of due
diligence of the client
(his/her agents and
representatives) by the
Company as a financial
monitoring entity pursuant
to the requirements of the
applicable legislation when
establishing business
relations and carrying out of
transactions by the client;

ensuring compliance with
the legislative requirements
applicable to the Company
and its affiliated persons;
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(7)

(8)

(9)

(10)

pa3paboTka M ynydlweHue ycnyr,
npefocTaBnsemMblx KomnaHuen u
ee ahdUNMpoBaHHLIMK NTMLAMU;

pa3pabotka KomnaHven wn ee
apPrnmMpoBaHHbIMU nmuaMm
MapKeTUHIOBbIX U  PeK/IaMHbIX

aKUWW, AN MapKETUHIOBbIX Lienen,
npoBeAeHNs aKuui,
npeaoCTaB/ieHns (nepecbinku)
KIIMEHTY NtobbIX MHPOPMALIMOHHbIX
MaTepuanos;

OCYLLIECTBNIEHME KoMnaHuei
MEpPOonpUaTUIA (obsi3aHHOCTEN),
CBSA3QHHbIX C

naeHTudbmKaumen/ayTeHTumKaum
en/aBTopu3aumen knneHTta (ero
areHToB W npeacTaButenen) w
NMpOBEPKOM LOCTOBEPHOCTY
(KOppeKTHOCTH)
npeaoCcTaBNeHHbIX/UCMOb3yeMbIX
knueHToM/ KomMnaHuen cBeneHuin/
AaHHbIX/  anroputMoB/  KOAOB/
cMMBOOB/ naeHTuduKaTopos/
HOMEpOB M rnpo4yee (B TOM 4ucne,
nyTem MOTy4YEHUSs/CBEPKM
MepcoHanbHbIX AAHHBIX W WHbIX
cBeEeHUN n3 AOCTYMHbIX
KomnaHun), B uensix MMHMMU3auum
pucka HeCaHKLMOHMPOBAHHbIX
onepauuMin B  COOTBETCTBMM C
NPUMEHUMbIM 3aKOHOAATENIbCTBOM
M YCNOBMSIMU COOTBETCTBYHOLLMX
[IOrOBOpPOB;

B3aumogenctene KomnaHum C
TPETLUMU NNLIAMU, KOTOPbIE UMEIOT
n/vnn MoryT UMEeTb OTHOLLEHUE K
3aK/TIOYEHNIO U/UNN UCMIOSTHEHUIO

n/vnn - obcnyxmBaHuio  NOHbIX
caenok/onepauui,  3akoYeHHbIX
(koTOpbIE, BO3MOXHO,  6yayT
3aK/OYEHbI) B pamMKkax
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(7)

(8)

(9)

(10)

development and
improvement of the services
provided by the Company
and its affiliated persons;

development of the
marketing and advertising
campaigns by the Company
and its affiliated persons for
marketing purposes, holding
promotions, provision
(sending) of any information
materials to the client;

performance of actions
(obligations) by the
Company associated with
identification/authentication
/authorization of the client

(his/her agents and
representatives) and
verification of  whether
information/ data/

algorithms/ codes/ symbols/
identifiers/ numbers and
others provided/used by the
client/Company are reliable
(correct) (including by way
of receipt/reconciliation of
Personal Data and other
information available to the
Company) with a view to
minimizing a risk  of
unauthorized operations in
accordance with the
applicable legislation and
terms and conditions of
relevant contracts;

interaction of the Company
with third parties which
have/or may have relation
to the conclusion and/or
execution and/or servicing
of any
transactions/operations

concluded (which will be
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(11)

(12)

(13)

(14)

(15)

B3aMMOOTHOLWIEHNA  K/IMEHTA U
KoMnaHuu;
npenocTaBfeHne KoMnaHuen

OTYETHOCTU U/nn  MHbOopMaLmK
YMNO/THOMOYEHHbIM
rocy4apCTBEHHbIM
opraHaMm MOLA, ayauTopckum,
KOHCaNTUHIOBbIM, OLE€HOYHbIM U
NHbIM npodgeccnoHanbHbIM
opraHmzauusM, ap@uanpoBaHHbIM
nvnuam KomnaHum, onepatopam 6a3
[JaHHbIX,  onepatopaM  CBS3M,
KOHTpareHTaMm KoMnaHum, a Takxe
nosyyeHue KoMnaHuew
OTYETHOCTU U/UNn MHbOpMaumm ot
YKa3aHHbIX N1L;

opraHam,

npeaoctaeneHne  epcoHanbHbIX
AaHHbIX achdUIMpoBaHHLIM NULAM
KoMnaHmm u TpeTbuM fvuaM B
uensix peanu3aumm
COTpyAHUYecTBa B obnactu
NHMPOPMALMOHHBLIX  TEXHOMOI UM,
NH(OPMALIMOHHONM 6e30MacHOCTU U
NHTErpaumm NH(POPMALIMOHHBIX
aKTMBOB C Yy4yeToM TpeboBaHu
NPYMEHUMOTrO npaBa ans
obecneyeHnss okaszaHus YCIyr c
NCNONb30BAaHNEM  COBPEMEHHbIX
NH(POPMALIMOHHBIX TEXHOMOTUN;

BO3MOXHasi YCTynka npaB Mo
PernameHTy;

cobntogeHne KoMnaHuen
TpeboBaHMI NPUMEHUMOro

3aKOHOAATENbCTBA MO XPAaHEHUIO U
YUYETY CBEAEHUI U MHGOpMaLuK;

peanusaums cyaebHonm "
BHecyaebHowm 3aLWmnThbI npas
KomnaHuu B cny4vae
BO3HUKHOBEHMSI CropoB,
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(11)

(12)

(13)

(14)

(15)

probably concluded) as part
of the client and Company
relationship;

provision of reports and/or
information by the Company
to the authorized state
bodies, the AIFC bodies,

auditing, consulting,
appraisal and other
professional organizations,

affiliated persons of the
Company, data operators,
communication operators,
the Company’s
counterparties, as well as
receipt of the reports and/or
information by the Company
from the said parties;

provision of the Personal
Data to affiliates of the
Company and third parties
to implement cooperation in
the field of information
technology, information
security and integration of
information assets, subject
to the applicable law, to
ensure the provision of
services using modern
information technologies;

possible
rights
Regulations;

assignment  of
under the

the Company’s compliance
with the requirements of the
applicable legislation for
retention and accounting of
data and information;

exercise of the judicial and
non-judicial protection of
the Company’s rights in case
of occurrence disputes
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(16)

(17)

(18)

(19)

MOU

XpaHWUTbCA

CBSI3aHHbIX C
0653aTensCTB, NpeayCMOTPEHHbIX
PernamMeHToM, B TOM u4ucne B
CNly4yae BO3HMKHOBEHMSI CMOPOB C
TPETbMMU NMLAMM MO BOMpOCaM
oKazaHwus ycnyr Komnanuu;

NCroJIHEHNEM

obMeH uHdopMaunen B CBS3U C
PacCMOTPEHNEM obpalleHuni,
xanob, npeanoXeHun 7
NnpeaoCTaBeHNEM OTBETOB Ha HUX,
B TOM uucne npu nepegade
(nonyyeHnn)  KOppeCnoHAeHUNN
(noyTbl) Ans oTnpaBku (AOCTaBKM
WAM  NONy4YeHus)) NOCPeAcCTBOM
YCNyr NouYTbl, KypbePCKON CyX0bl;

npegoctaeneHne KomnaHuen MHe
nobbIX MH(OPMALIMOHHBIX
mMaTepuanos, B TOM u4ucne O

npoaykTax u ycnyrax KomnaHum,

MOCPEACTBOM  YBEAOMJIEHUS  C
MCMNOMb30BaHNEM TenedoHHow
CBSI3W, SNIEKTPOHHOW MOYThl, a

TaKXKe Jo6bIX WHbIX AOCTYMHbIX
KaHasfioB CBSA3M, BK/toYasi NpsiMon
MApPKETUHT;

npoeeaeHne paboTHMKaMK
KoMnaHWM BHYTPEHHWUX NPOBEPOK M
paccneaoBaHui;

ncnonHeHne KomnaHuen nobbix
MHbIX TpeboBaHU MNPUMEHNMOrO
3aKOHOAATENbCTBA;

nepcoHasnbHble AaHHble  6yayT
KomnaHmnen Ha  ntobbix

HocuTensx (3NEeKTPOHHOM, ByMaXkHOM M
(wnn) MHOM MaTepuanbHOM HoCUTENe) B
TeYeHne Tpex NIeT Nnocne npekpaLleHns
MOWX MPaBOOTHOLUEHWUI ¢ KoMnaHuWen;
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related to the fulfilment of
obligations stipulated by the
Regulations, including in
case of occurrence of
disputes with the third
parties regarding the
provision of services by the
Company;

(16) exchange of information
due to consideration of
applications, complaints,
proposals of the client and
provision of replies to them,
including when handing
over (receiving)
correspondence (mail) to be
sent (delivered or received)
by post, courier;

(17) provision of any information
materials to me by the
Company, including those
about products and services
of the Company by way of
notification by telephone,
email, as well as any other
available communication
channels, including direct
marketing;

(18) performance of internal
inspections and
investigations by the
Company’s employees;

(19) fulfillment of any other
requirements of the
applicable legislation by the
Company;

my personal data will be retained
be the Company on any media
(electronic, paper and (or) other
tangible media) during three
years after the termination of my
legal relations with the Company;
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obpaboTka MOMX nepcoHanbHbIX
[aHHbIX, MOJTy4eHHbIX KomnaHuewn, BO
BCEX Cny4yasx byaeT ocywecTBAsSTbLCA No
yKa3aHuto KoMnaHum nmbo Ha
OCHOBaHMM COOTBETCTBYIOLLErO
TpeboBaHus NPUMEHNMOro
3aKOHOAATENbCTBA;

S BNpaeBe MO 3anpocy nonyyatb OT
KoMnaHuu cBeaeHus 0 MOMX
cobrpaeMbix n obpabaTbiBaeMbIx
NepcoHanbHbIX AAHHbBIX, OTHOCSLLMXCS
KO MHe, a Takke TpeboBaTb OT
KoMnauun wucnpaensitb, yaansitb Wu
6noknposatb  MoM nepcoHasbHble
[aHHbIE nyTem nogayv
COOTBETCTBYIOLLEr0 3anpoca nnm
TpeboBaHNs Ha ajpec 3eKTPOHHOM
nouTsl info@ffin.global.

HacTtosiiee cornacve MOXeT 6biTb OTO3BaHO
MHOW B Jioboe BpeMs nyTeM noayu
MUCbMEHHOTO 3asiB/IEHMS MO NOYTOBOW CBA3M

no

Pecnybnuka KasaxcraH, T.

010016,
Hyp-CynTaH,

cneayoleMy  aapecy:

paioH Ecunb, yn. JocTbiK, 34aHne 16, BHM.2

nnun

Ha ajapec 3ﬂ€KTpOHHOVI NMOYThbl

info@ffin.global.
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my personal data received by the
Company will in all cases be
processed at the request of the
Company or on the basis of the
relevant requirement of the
applicable legislation;

I have the right to request the
Company to provide me with
information on my personal data
related to me which are being
collected and processed, as well
as require the Company to
correct, delete or block my
personal data by submitting a
relevant inquiry or request to the
email address: info@ffin.global.

This consent may be revoked by me
at any time by submitting a written
application by post to the following
address: 16 Dostyk St., integral non-
residential facility No.2, postal code
010016, Yessil district, Nur-Sultan,
Republic of Kazakhstan or by email to
info@ffin.global.
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JINCT COTNACOBAHMUA

MonnuTtnkn 06paboTkn NepcoHasibHbIX AAHHbIX

PaspaboTunk: HenapTtameHT NHdopMaUMOHHbIX TeXHOMOrMi

TykaHoB P. C. [71aBHBIV UCITO/IHUTE IbHBIN AUPEKTOD

(rognce)

Bnageneyu BHyTpeHHEro AOKYMeHTa: JenapTtameHT MH(OpMaLMOHHBIX TeXHOMOrni

JAO/HKHOCTb ®.1N.0. Moanucob

naBHbIN UCNOMHUTENbHBIN

TykaHos P.C.
AnpekTop

MpOEKTHbIN MeHemKep
[JenaptameHTta VHdopMaumnoHHbix| Cagyakacos A.T.
TexHonorui

Ouvpektop [enapTaMeHTa

HypmaraH6eTos E.b.
yrnpaBfeHus puckamu

KomnnaeHc - Oduuep KywaTupos X.Y.

McnonHUTeNbHbIN ANpeKTop no

bBepucreHosa A.A.
BHYTPEHHEMY KOHTPOJSIO

Ounpektop KOprnanyeckoro

fenapTamenTa Oertapenko P.1O.
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